STATE OF DELAWARE
Delaware Home Veterans
[bookmark: _Toc21087637]Attachments
The following attachments and appendixes shall be considered part of the solicitation:
· Attachment 1 – No Proposal Reply Form
· Attachment 2 – Non-Collusion Statement*
· Attachment 3 – Exceptions*
· Attachment 4 – Confidentiality and Proprietary Information* 
· Attachment 5 – Business References*
· Attachment 6 – Subcontractor Information Form
· Attachment 7 – Subcontracting (2nd Tier Spend) Report
· Attachment 8 – Office of Supplier Diversity Application
· Attachment 9 – Performance Bond 
· Attachment 10 – Delaware Cloud Services Terms and Conditions Agreement
· Attachment 11 – Delaware Data Usage Terms and Conditions Agreement
· Attachment 12 – Company Profile and Capabilities
· Appendix A – Minimum Response Requirements
· Appendix B – Scope of Work / Technical Requirements
· Appendix C – Pricing Worksheet
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IMPORTANT – PLEASE NOTE
· Attachments 2, 3, 4, and 5 must be included in your proposal
· Attachment 6 must be included in your proposal if subcontractors will be involved 
· Attachment 7 represents required reporting on the part of awarded vendors. Those bidders receiving an award will be provided with active spreadsheets for reporting.
REQUIRED REPORTING
In accordance with Executive Order 44, the State of Delaware is committed to supporting its diverse business industry and population.  The successful Vendor will be required to accurately report on the participation by Diversity Suppliers which includes: minority (MBE), woman (WBE), veteran owned business (VOBE), or service disabled veteran owned business (SDVOBE) under this awarded contract.  The reported data elements shall include but not be limited to; name of state contract/project, the name of the Diversity Supplier, Diversity Supplier contact information (phone, email), type of product or service provided by the Diversity Supplier and any minority, women, veteran, or service disabled veteran certifications for the subcontractor (State OSD certification, Minority Supplier Development Council, Women’s Business Enterprise Council, VetBiz.gov).  The format used for Subcontracting 2nd Tier report is shown as in Attachment 7.
Accurate 2nd tier reports shall be submitted to the contracting Agency’s Office of Supplier Diversity at vendorusage@delaware.gov  on the 15th (or next business day) of the month following each quarterly period.  For consistency quarters shall be considered to end the last day of March, June, September and December of each calendar year.  Contract spend during the covered periods shall result in a report even if the contract has expired by the report due date.
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Attachment 1
NO PROPOSAL REPLY FORM
Contract No.: STA20306-NCB 	Contract Title: Nurse Call Bell System
To assist us in obtaining good competition on our Request for Proposals, we ask that each firm that has received a proposal, but does not wish to bid, state their reason(s) below and return in a clearly marked envelope displaying the contract number.  This information will not preclude receipt of future invitations unless you request removal from the Vendor's List by so indicating below, or do not return this form or bona fide proposal.
Unfortunately, we must offer a "No Proposal" at this time because:
	
	We do not wish to participate in the proposal process.

	
	We do not wish to bid under the terms and conditions of the Request for Proposal document.  Our objections are:

	
	

	
	We do not feel we can be competitive.

	
	We cannot submit a Proposal because of the marketing or franchising policies of the manufacturing company.

	
	We do not wish to sell to the State.  Our objections are:

	
	

	
	We do not sell the items/services on which Proposals are requested.

	
	Other:

	
	



	
	
	

	FIRM NAME
	
	SIGNATURE



	
	We wish to remain on the Vendor's List for these goods or services.

	
	

	
	We wish to be deleted from the Vendor's List for these goods or services.


PLEASE FORWARD NO PROPOSAL REPLY FORM TO THE CONTRACT OFFICER IDENTIFIED.

STATE OF DELAWARE
Department of State

1
6982(b) Version: Jan 30, 2019
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Attachment 2
CONTRACT NO.: STA20306-NCB  	TITLE: Nurse Call Bell System
DEADLINE TO RESPOND: December 6, 2019 at 1:00 PM (local time)
NON-COLLUSION STATEMENT
This is to certify that the undersigned Vendor has neither directly nor indirectly, entered into any agreement, participated in any collusion or otherwise taken any action in restraint of free competitive bidding in connection with this proposal, and further certifies that it is not a sub-contractor to another Vendor who also submitted a proposal as a primary Vendor in response to this solicitation submitted this date to the State of Delaware, Delaware Veterans Home.
It is agreed by the undersigned Vendor that the signed delivery of this bid represents, subject to any express exceptions set forth at Attachment 3, the Vendor’s acceptance of the terms and conditions of this solicitation including all specifications and special provisions.
NOTE:  Signature of the authorized representative MUST be of an individual who legally may enter his/her organization into a formal contract with the State of Delaware, Delaware Veterans Home.
	
	
	
	
	Corporation

	
	
	(Check One)
	
	Partnership

	COMPANY NAME
	
	
	
	Individual



	NAME OF AUTHORIZED REPRESENTATIVE
	

	SIGNATURE
	
	TITLE
	

	COMPANY ADDRESS
	

	PHONE NUMBER
	
	FAX NUMBER
	

	EMAIL ADDRESS
	

	FEDERAL E.I. NUMBER
	
	STATE OF DELAWARE LICENSE NUMBER
	



				
COMPANY CLASSIFICATIONS:  

CERT. NO.: __________________
	Certification type(s)
	Circle all that apply

	
	Minority Business Enterprise (MBE)
	Yes 	No

	
	Woman Business Enterprise (WBE)
	Yes 	No

	
	Disadvantaged Business Enterprise (DBE)
	Yes 	No

	
	Veteran Owned Business Enterprise (VOBE)
	Yes 	No

	
	Service Disabled Veteran Owned Business Enterprise (SDVOBE)
	Yes 	No


[The above table is for informational and statistical use only.]
PURCHASE ORDERS SHOULD BE SENT TO: 
             (COMPANY NAME)		

ADDRESS		

CONTACT		

PHONE NUMBER			FAX NUMBER  	
	
EMAIL ADDRESS		
AFFIRMATION:  Within the past five years, has your firm, any affiliate, any predecessor company or entity, owner, Director, officer, partner or proprietor been the subject of a Federal, State, Local government suspension or debarment?
  YES     NO  if yes, please explain 	
	
THIS PAGE SHALL BE SIGNED, NOTARIZED AND RETURNED FOR YOUR BID TO BE CONSIDERED

SWORN TO AND SUBSCRIBED BEFORE ME this ________ day of                                  ,    20 ________
Notary Public							My commission expires 			
City of 					County of 					State of 	
Attachment 3
Contract No. STA20306-NCB
Contract Title:  Nurse Call Bell System
EXCEPTIONS FORM
Proposals must include all exceptions to the specifications, terms or conditions contained in this RFP.  If the vendor is submitting the proposal without exceptions, please state so below.
	By checking this box, the Vendor acknowledges that they take no exceptions to the specifications, terms or conditions found in this RFP.
	Paragraph # and page #
	Exceptions to Specifications, terms or conditions
	Proposed Alternative

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



Note: Vendor may use additional pages as necessary, but the format shall be the same as provided above.
Attachment 4
Contract No. STA20306-NCB
Contract Title:  Nurse Call Bell
CONFIDENTIAL INFORMATION FORM
	By checking this box, the Vendor acknowledges that they are not providing any information they declare to be confidential or proprietary for the purpose of production under 29 Del. C. ch. 100, Delaware Freedom of Information Act.
	Confidentiality and Proprietary Information

	



Note: Vendor may use additional pages as necessary, but the format shall be the same as provided above.
Attachment 5
Contract No. STA20306-NCB
Contract Title:  Nurse Call Bell System
BUSINESS REFERENCES
List a minimum of three business references.  References must be applicable to work accomplished within the past 5 years.  Include the following information:
· Business Name and Mailing address
· Contact Name and phone number
· Number of years doing business with
· Type of work performed
Please do not list any State Employee as a business reference.  If you have held a State contract within the last 5 years, please provide a separate list the contract(s).
	Contact Name & Title:
	

	Business Name:
	

	Address:
	

	Email:
	

	Phone # / Fax #:
	

	Current Vendor (YES or NO):
	

	Years Associated &
Type of Work Performed:
	



	Contact Name & Title:
	

	Business Name:
	

	Address:
	

	Email:
	

	Phone # / Fax #:
	

	Current Vendor (YES or NO):
	

	Years Associated &
Type of Work Performed:
	



	Contact Name & Title:
	

	Business Name:
	

	Address:
	

	Email:
	

	Phone # / Fax #:
	

	Current Vendor (YES or NO):
	

	Years Associated &
Type of Work Performed:
	


STATE OF DELAWARE PERSONNEL MAY NOT BE USED AS REFERENCES.
Attachment 6
SUBCONTRACTOR INFORMATION FORM
	PART I – STATEMENT BY PROPOSING VENDOR

	1. CONTRACT NO.
    STA20306-NCB
	2. Proposing Vendor Name:
	3. Mailing Address

	4. SUBCONTRACTOR

	a. NAME
	b. Mailing Address:

	4c. Company OSD Classification: 
Certification Number:  _____________________
	4d.	Women Business Enterprise	|_|  Yes   |_|  No
4e.	Minority Business Enterprise	|_|  Yes   |_|  No
4f.	Disadvantaged Business Enterprise	|_|  Yes   |_|  No
4g.	Veteran Owned Business Enterprise	|_|  Yes   |_|  No
4h.	Service Disabled Veteran Owned 	|_|  Yes   |_|  No
	Business Enterprise 

	5. DESCRIPTION OF WORK BY SUBCONTRACTOR

	6a. NAME OF PERSON SIGNING
	6b. TITLE OF PERSON SIGNING

	7. BY (Signature)
	8. DATE SIGNED

	PART II – ACKNOWLEDGEMENT BY SUBCONTRACTOR

	9a. NAME OF PERSON SIGNING
	9b. TITLE OF PERSON SIGNING

	10. BY (Signature)
	11. DATE SIGNED


Use a separate form for each subcontractor

STATE OF DELAWARE
Delaware Veterans Home
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]STATE OF DELAWARE
Delaware Home Veterans
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Attachment 7
SAMPLE REPORT - FOR ILLUSTRATION PURPOSES ONLY
	State of Delaware

	Subcontracting (2nd tier)  Quarterly  Report

	Prime Name:  
	 
	 
	Report Start Date:  
	 
	 
	 
	 
	 

	Contract Name/Number
	 
	 
	Report End Date: 
	 
	 
	 
	 
	 

	Contact Name:  
	 
	 
	Today's Date:  
	 
	 
	 
	 
	 

	Contact Phone:  
	 
	 
	*Minimum Required 
	Requested detail
	 
	 
	 
	 
	 

	Vendor  Name*
	Vendor  TaxID* 
	Contract Name/ Number*
	Vendor Contact Name*
	Vendor  Contact Phone*
	Report Start Date*
	Report End Date*
	Amount Paid to Subcontractor*
	Work Performed by Subcontractor UNSPSC
	M/WBE Certifying Agency
	Veteran   
/Service Disabled Veteran Certifying Agency 
	2nd tier Supplier   Name
	2nd tier Supplier  Address
	2nd tier Supplier  Phone Number
	2nd tier Supplier  email
	Description  of Work Performed 
	2nd tier Supplier   Tax Id

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 



Note:  A copy of the Subcontracting Quarterly Report will be sent by electronic mail to the Awarded Vendor.

Completed reports shall be saved in an Excel format, and submitted to the following email address: vendorusage@delaware.gov 
 

Attachment 8
[bookmark: _Hlk23155212]
[image: C:\Users\michael.bacu\AppData\Local\Microsoft\Windows\Temporary Internet Files\Content.MSO\7F459BFA.tmp]

The Office of Supplier Diversity (OSD) has moved to the 
Division of Small Business (DSB)

Supplier Diversity Applications can be found here:
https://gss.omb.delaware.gov/osd/

Completed Applications can be emailed to: OSD@Delaware.gov 

For more information, please send an email to OSD:
OSD@Delaware.gov or call 302-577-8477

Self-Register to receive business development information here:
http://directory.osd.gss.omb.delaware.gov/self-registration.shtml 

New Address for OSD:
Office of Supplier Diversity (OSD)
State of Delaware
Division of Small Business
820 N. French Street, 10th Floor
Wilmington, DE  19801

Telephone: 302-577-8477  Fax: 302-677-7086
Email: OSD@Delaware.gov
Web site: https://gss.omb.delaware.gov/osd/ 

Dover address for the Division of Small Business
Local applicants may drop off applications here:
Division of Small Business
99 Kings Highway
Dover, DE  19901
Phone: 302-739-4271 


Submission of a completed Office of Supplier Diversity (OSD) application is optional and does not influence the outcome of any award decision. 
Attachment 9
PERFORMANCE BOND

Bond Number:  ___________________

KNOW ALL PERSONS BY THESE PRESENTS, that we, ______________________, as principal (“Principal”), and ______________________, a ______________________ corporation, legally authorized to do business in the State of Delaware, as surety (“Surety”), are held and firmly bound unto the  ____________________________________________ (“Owner”) (insert State agency name), in the amount of _________________ ($___________), to be paid to Owner, for which payment well and truly to be made, we do bind ourselves, our and each and every of our heirs, executors, administrations, successors and assigns, jointly and severally, for and in the whole, firmly by these presents.

Sealed with our seals and dated this __________ day of ____________, 20__.

NOW THE CONDITION OF THIS OBLIGATION IS SUCH, that if Principal, who has been awarded by Owner that certain contract known as Contract No. ___________ dated the __________ day of ____________, 20__ (the “Contract”), which Contract is incorporated herein by reference, shall well and truly provide and furnish all materials, appliances and tools and perform all the work required under and pursuant to the terms and conditions of the Contract and the Contract Documents (as defined in the Contract) or any changes or modifications thereto made as therein provided, shall make good and reimburse Owner sufficient funds to pay the costs of completing the Contract that Owner may sustain by reason of any failure or default on the part of Principal, and shall also indemnify and save harmless Owner from all costs, damages and expenses arising out of or by reason of the performance of the Contract and for as long as provided by the Contract; then this obligation shall be void, otherwise to be and remain in full force and effect.

Surety, for value received, hereby stipulates and agrees, if requested to do so by Owner, to fully perform and complete the work to be performed under the Contract pursuant to the terms, conditions and covenants thereof, if for any cause Principal fails or neglects to so fully perform and complete such work.

Surety, for value received, for itself and its successors and assigns, hereby stipulates and agrees that the obligation of Surety and its bond shall be in no way impaired or affected by any extension of time, modification, omission, addition or change in or to the Contract or the work to be performed thereunder, or by any payment thereunder before the time required therein, or by any waiver of any provisions thereof, or by any assignment, subletting or other transfer thereof or of any work to be performed or any monies due or to become due thereunder; and Surety hereby waives notice of any and all such extensions, modifications, omissions, additions, changes, payments, waivers, assignments, subcontracts and transfers and hereby expressly stipulates and agrees that any and all things done and omitted to be done by and in relation to assignees, subcontractors, and other transferees shall have the same effect as to Surety as though done or omitted to be done by or in relation to Principal.

Surety hereby stipulates and agrees that no modifications, omissions or additions in or to the terms of the Contract shall in any way whatsoever affect the obligation of Surety and its bond.

Any proceeding, legal or equitable, under this Bond may be brought in any court of competent jurisdiction in the State of Delaware.  Notices to Surety or Contractor may be mailed or delivered to them at their respective addresses shown below.


IN WITNESS WHEREOF, Principal and Surety have hereunto set their hand and seals, and such of them as are corporations have caused their corporate seal to be hereto affixed and these presents to be signed by their duly authorized officers, the day and year first above written.

	
	PRINCIPAL

	
	

	
	

	
	__________________________________

	
	

	__________________________________
	__________________________________

	Witness
	Name

	
	

	
	__________________________________

	
	Title

	
	__________________________________

	
	Date

	
	__________________________________

	
	Company Name

	
	

__________________________________

	
	Company Address

	
	

	
	SURETY


	
	__________________________________

	__________________________________
	
__________________________________

	Witness
	Name

	
	__________________________________

	
	Title




Attachment 10
	[image: ]STATE OF DELAWARE
DEPARTMENT OF TECHNOLOGY AND INFORMATION
801 Silver Lake Blvd., Dover, Delaware 19904 

	DELAWARE CLOUD SERVICES TERMS AND CONDITIONS AGREEMENT 


PUBLIC AND NON-PUBLIC DATA OWNED BY THE STATE OF DELAWARE 
XaaS Contract # ____________________________________________________________, Appendix _____________________ 
between State of Delaware and _____________________________________________________ dated ___________________ 
	
	Public Data 
	Non Public Data 
	Cloud Services (CS) Terms 

	 
	PROVIDER must satisfy Clause CS1-A OR Clauses CS1-B and CS1-C, AND Clause CS4 for all engagements involving non-public data.  
Clause CS2 is mandatory for all engagements involving non-public data. 
Clause CS3 is only mandatory for SaaS or PaaS engagements involving non-public data. 

	CS1-A 
	 
	
	Security Standard Compliance Certifications: The PROVIDER shall meet, and provide proof of, one or more of the following Security Certifications.  
· CSA STAR - Cloud Security Alliance - Security, Trust & Assurance Registry (Level Two or higher) 
· FedRAMP - Federal Risk and Authorization Management Program 

	CS1-B 
	 
	
	Background Checks:  The PROVIDER must warrant that they will only assign employees and subcontractors who have passed a state-approved criminal background check. The background checks must demonstrate that staff, including subcontractors, utilized to fulfill the obligations of the contract, have no convictions, pending criminal charges, or civil suits related to any crime of dishonesty. This includes but is not limited to criminal fraud, or any conviction for any felony or misdemeanor offense for which incarceration for a minimum of 1 year is an authorized penalty.  The PROVIDER shall promote and maintain an awareness of the importance of securing the State's information among the Service Provider's employees and agents. Failure to obtain and maintain all required criminal history may be deemed a material breach of the contract and grounds for immediate termination and denial of further work with the State of Delaware. 

	CS1-C 
	 
	
	Sub-contractor Flowdown:  The PROVIDER shall be responsible for ensuring its subcontractors’ compliance with the security requirements stated herein. 

	CS2 
	 
	
	Breach Notification and Recovery:  The PROVIDER must notify the State of Delaware immediately of any incident resulting in the destruction, loss, unauthorized disclosure, or alteration of State of Delaware data. If data is not encrypted (see CS3, below), Delaware Code (6 Del. C. §12B-100 et seq.) requires public breach notification of any incident resulting in the loss or unauthorized disclosure of Delawareans’ Personally Identifiable Information (PII, as defined in Delaware’s Terms and Conditions Governing Cloud Services policy) by PROVIDER or its subcontractors. The PROVIDER will provide notification to persons whose information was breached without unreasonable delay but not later than 60 days after determination of the breach, except 1) when a shorter time is required under federal law; 2) when law enforcement requests a delay; 3) reasonable diligence did not identify certain residents, in which case notice will be delivered as soon as practicable.  All such communication shall be coordinated with the State of Delaware. Should the PROVIDER or its contractors be liable for the breach, the PROVIDER shall bear all costs associated with investigation, response, and recovery from the breach. This includes, but is not limited to, credit monitoring services with a term of at least three (3) years, mailing costs, website, and toll-free telephone call center services. The State of Delaware shall not agree to any limitation on liability that relieves the PROVIDER or its subcontractors from its own negligence, or to the extent that it creates an obligation on the part of the State to hold a PROVIDER harmless. 


Page 1 of 2	Form Revision Date:  9/28/2018 
	[image: ]STATE OF DELAWARE
DEPARTMENT OF TECHNOLOGY AND INFORMATION
801 Silver Lake Blvd., Dover, Delaware 19904 

	DELAWARE CLOUD SERVICES TERMS AND CONDITIONS AGREEMENT 


PUBLIC AND NON-PUBLIC DATA OWNED BY THE STATE OF DELAWARE 
XaaS Contract # ____________________________________________________________, Appendix _____________________ 
between State of Delaware and _____________________________________________________ dated ___________________ 
	
	Public Data
	Non Public Data
	Cloud Services (CS) Terms 

	 
	PROVIDER must satisfy Clause CS1-A OR Clauses CS1-B and CS1-C, AND Clause CS4 for all engagements involving non-public data.  
Clause CS2 is mandatory for all engagements involving non-public data. 
Clause CS3 is only mandatory for SaaS or PaaS engagements involving non-public data. 

	CS3 
	 
	
	Data Encryption: The PROVIDER shall encrypt all non-public data in transit, regardless of transit mechanism. For engagements where the PROVIDER stores Personally Identifiable Information (PII) or other sensitive, confidential information, it shall encrypt this non-public data at rest. The PROVIDER’s encryption shall meet validated cryptography standards as specified by the National Institute of Standards and Technology in FIPS140-2 and subsequent security requirements guidelines. The PROVIDER and State of Delaware will negotiate mutually acceptable key location and key management details. Should the PROVIDER not be able to provide encryption at rest, it must maintain cyber security liability insurance coverage for the duration of the contract. Coverage must meet the State of Delaware’s standard in accordance with the Terms and Conditions Governing Cloud Services policy.  

	CS4 
	
	
	Notification of Legal Requests:  The PROVIDER shall contact the State of Delaware upon receipt of any electronic discovery, litigation holds, discovery searches, and expert testimonies related to, or which in any way might reasonably require access to the data of the State.  With regard to State of Delaware data and processes, the PROVIDER shall not respond to subpoenas, service of process, and other legal requests without first notifying the State unless prohibited by law from providing such notice. 


The terms of this Agreement shall be incorporated into the aforementioned contract.  Any conflict between this Agreement and the aforementioned contract shall be resolved by giving priority to this Agreement.  By signing this Agreement, the PROVIDER agrees to abide by the following applicable Terms and Conditions: 

	FOR OFFICIAL      CS4 (Public Data)
USE ONLY           ⌧ CS1-A and CS4 (Non-Public Data)  OR  ⌧ CS1-B and CS1-C and CS4 (Non-Public Data) 
            ⌧ CS2 (Non-public Data)                             ⌧ CS3 (SaaS, PaaS – Non-public Data) 


 
	PROVIDER Name/Address (print):
	
	
	

	
	
	
	
	

	
	
	
	
	

	PROVIDER Authorizing Official Name (print):  
	
	
	

	PROVIDER Authorizing Official Signature:
	
	Date:
	


Form Revision Date:  9/28/2018
Page 2 of 2 
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	[image: ]STATE OF DELAWARE
DEPARTMENT OF TECHNOLOGY AND INFORMATION
801 Silver Lake Blvd., Dover, Delaware 19904 

	DELAWARE DATA USAGE TERMS AND CONDITIONS AGREEMENT 


PUBLIC AND NON-PUBLIC DATA OWNED BY THE STATE OF DELAWARE 
Contract/Agreement #/name ___________________________________________________, Appendix _________
between State of Delaware and ___________________________________________ dated ___________________
	 
	Public Data 
	Non 
Public 
Data 
	 
	DATA USAGE (DU) TERMS 

	DU1 
	√ 
	√ 
	Data Ownership 
	The State of Delaware shall own all right, title and interest in its data that is related to the services provided by this contract.  The PROVIDER shall not access State of Delaware user accounts, or State of Delaware data, except (i) in the course of data center operations, (ii) response to service or technical issues, (iii) as required by the express terms of this contract, or (iv) at State of Delaware’s written request. All information obtained or generated by the PROVIDER under this contract shall become and remain property of the State of Delaware. 

	DU2 
	√ 
	√ 
	Data Usage 
	PROVIDER shall comply with the following conditions. At no time will any information, belonging to or intended for the State of Delaware, be copied, disclosed, or retained by PROVIDER or any party related to PROVIDER for subsequent use in any transaction. The PROVIDER will take reasonable steps to limit the use of, or disclosure of, and requests for, confidential State data to the minimum necessary to accomplish the intended purpose under this agreement. PROVIDER may not use any information collected in connection with the service issued from this proposal for any purpose other than fulfilling the service. Protection of Personally Identifiable Information (PII, as defined in the State’s Terms & Conditions Governing Cloud Services policy), privacy, and sensitive data shall be an integral part of the business activities of the PROVIDER to ensure that there is no inappropriate or unauthorized use of State of Delaware information at any time. The PROVIDER shall safeguard the confidentiality, integrity, and availability of State information.  
Only duly authorized PROVIDER staff will have access to the State of Delaware data and may be required to obtain security clearance from the State.  No party related to the PROVIDER may retain any data for subsequent use in any transaction that has not been expressly authorized by the State of Delaware. 



Form Date:  6/18/2018 
Page 1 of 4


	[image: ]STATE OF DELAWARE
DEPARTMENT OF TECHNOLOGY AND INFORMATION
801 Silver Lake Blvd., Dover, Delaware 19904 

	DELAWARE DATA USAGE TERMS AND CONDITIONS AGREEMENT 


PUBLIC AND NON-PUBLIC DATA OWNED BY THE STATE OF DELAWARE 
Contract/Agreement #/name ___________________________________________________, Appendix _________
between State of Delaware and ___________________________________________ dated ___________________
	
	Public Data 
	Non 
Public 
Data 
	 
	DATA USAGE (DU) TERMS 

	DU3 
	√ 
	√ 
	Termination and 
Suspension of 
Service 
	In the event of termination of the contract, the PROVIDER shall implement an orderly return (in CSV or XML or another mutually agreeable format), or shall guarantee secure disposal of State of Delaware data. 
Suspension of services:  During any period of suspension or contract negotiation or disputes, the PROVIDER shall not take any action to intentionally alter, erase, or otherwise render inaccessible any State of Delaware data. 
Termination of any services or agreement in entirety:  In the event of termination of any services or agreement in entirety, the PROVIDER shall not take any action to intentionally alter, erase, or otherwise render inaccessible any State of Delaware data for a period of 90 days after the effective date of the termination. Within this 90-day timeframe, vendor will continue to secure and back up State of Delaware data covered under the contract. After such 90-day period, the PROVIDER shall have no obligation to maintain or provide any State of Delaware data. Thereafter, unless legally prohibited, the PROVIDER shall dispose securely of all State of Delaware data in its systems or otherwise in its possession or control, as specified herein. 
Post-Termination Assistance:  The State of Delaware shall be entitled to any post termination assistance generally made available with respect to the Services unless a unique data retrieval arrangement has been established as part of the Service Level Agreement. 

	DU4 
	 
	√ 
	Data Disposition 
	At the end of this engagement, PROVIDER will account for and return all State data in all of its forms, disk, CD / DVD, tape, paper, for example.  At no time shall any data or processes that either belong to or are intended for the use of State of Delaware or its officers, agents, or employees, be copied, disclosed, or retained by the PROVIDER.  
When required by the State of Delaware, the PROVIDER shall destroy all requested data in all of its forms (e.g., disk, CD/DVD, backup tape, paper). Data shall be permanently deleted, and shall not be recoverable, in accordance with National Institute of Standards and Technology (NIST) approved methods. The PROVIDER shall provide written certificates of destruction to the State of Delaware.  


Form Date:  6/18/2018 
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	[image: ]STATE OF DELAWARE
DEPARTMENT OF TECHNOLOGY AND INFORMATION
801 Silver Lake Blvd., Dover, Delaware 19904 

	DELAWARE DATA USAGE TERMS AND CONDITIONS AGREEMENT 


PUBLIC AND NON-PUBLIC DATA OWNED BY THE STATE OF DELAWARE 
Contract/Agreement #/name ___________________________________________________, Appendix _________
between State of Delaware and ___________________________________________ dated ___________________
	
	Public Data 
	Non 
Public 
Data 
	 
	DATA USAGE (DU) TERMS 

	DU5 
	 
	√ 
	Data Location 
	The PROVIDER shall not store, process, or transfer any non-public State of Delaware data outside of the United States, including for back-up and disaster recovery purposes. The PROVIDER will permit its personnel and subcontractors to access State of Delaware data remotely only as required to provide technical or call center support.  

	DU6 
	 
	√ 
	Breach 
Notification and 
Recovery 
	The PROVIDER must notify the State of Delaware immediately of any incident resulting in the destruction, loss, unauthorized disclosure, or alteration of State of Delaware data. If data is not encrypted (see DU7, below), Delaware Code (6 Del. C. §12B-100 et seq.) requires public breach notification of any incident resulting in the loss or unauthorized disclosure of Delawareans’ Personally Identifiable Information (PII, as defined in Delaware’s Terms and Conditions Governing Cloud Services policy) by PROVIDER or its subcontractors. The PROVIDER will provide notification to persons whose information was breached without unreasonable delay but not later than 60 days after determination of the breach, except 1) when a shorter time is required under federal law; 2) when law enforcement requests a delay; 3) reasonable diligence did not identify certain residents, in which case notice will be delivered as soon as practicable.  All such communication shall be coordinated with the State of Delaware. Should the PROVIDER or its contractors be liable for the breach, the PROVIDER shall bear all costs associated with investigation, response, and recovery from the breach. This includes, but is not limited to, credit monitoring services with a term of at least three (3) years, mailing costs, website, and toll-free telephone call center services. The State of Delaware shall not agree to any limitation on liability that relieves the PROVIDER or its subcontractors from its own negligence, or to the extent that it creates an obligation on the part of the State to hold a PROVIDER harmless. 


Form Date:  6/18/2018 
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	[image: ]STATE OF DELAWARE
DEPARTMENT OF TECHNOLOGY AND INFORMATION
801 Silver Lake Blvd., Dover, Delaware 19904 

	DELAWARE DATA USAGE TERMS AND CONDITIONS AGREEMENT 


PUBLIC AND NON-PUBLIC DATA OWNED BY THE STATE OF DELAWARE 
Contract/Agreement #/name ___________________________________________________, Appendix _________
between State of Delaware and ___________________________________________ dated ___________________
	
	Public Data 
	Non 
Public 
Data 
	 
	DATA USAGE (DU) TERMS 

	DU7 
	 
	√ 
	Data Encryption 
	The PROVIDER shall encrypt all non-public data in transit, regardless of transit mechanism. For engagements where the PROVIDER stores Personally Identifiable Information (PII) or other sensitive, confidential information, it shall encrypt this nonpublic data at rest. The PROVIDER’s encryption shall meet validated cryptography standards as specified by the National Institute of Standards and Technology in FIPS140-2 and subsequent security requirements guidelines. The PROVIDER and State of Delaware will negotiate mutually acceptable key location and key management details. Should the PROVIDER not be able to provide encryption at rest, it must maintain cyber security liability insurance coverage for the duration of the contract. Coverage must meet the State of Delaware’s standard in accordance with the Terms and Conditions Governing Cloud Services policy.  
 


The terms of this Agreement shall be incorporated into the aforementioned contract.  Any conflict between this Agreement and the aforementioned contract shall be resolved by giving priority to this Agreement.  By signing this Agreement, the PROVIDER agrees to abide by the following applicable Terms and Conditions [check one]: 
FOR OFFICIAL USE ONLY   DU 1 - DU 3 (Public Data Only) OR  ⌧DU 1 - DU 7 (Non-public Data) 

	PROVIDER Name/Address (print):
	
	
	

	
	
	
	
	

	
	
	
	
	

	PROVIDER Authorizing Official Name (print):  
	
	
	

	PROVIDER Authorizing Official Signature:
	
	Date:
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Attachment 12
 Contract No.: STA20306-NCB
Contract Title: Nurse Call Bell System
COMPANY PROFILE & CAPABILITIES FORM
Suppliers are required to provide a reply to each question listed below. Your replies will aid the evaluation committee as part of the overall qualitative evaluation criteria of this Request for Proposal. Your responses should contain sufficient information about your company so evaluators have a clear understanding of your company’s background and capabilities. Failure to respond to any of these questions may result in your proposal to be rejected as non-responsive.
	1.
	Describe your demonstrated vendor experience and qualification in providing services of a similar type and scope requested. Include information on the length of time the business has worked / provided services in the healthcare and/or long-term care industries.

	



	2.
	Describe your ability to provide a solution with features and capabilities that meet the requirements of the solicitation.

	



	3.
	Describe your solutions communication capability and ability to integrate with the existing facility infrastructure.

	



	4.
	Describe your demonstrated ability to implement the solution in a timely manner with qualified resources.

	



	5.
	Describe the reporting functionality of the solution.

	



	6.
	Describe your ability to provide support and value through warranty, service, training, and timely customer service. 
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Nurse Call Bell System
STA20036-NCB

Minimum Mandatory Submission Requirements

Each vendor solicitation response should contain at a minimum of the following information:
1. Transmittal Letter as specified on page 1 of the Request for Proposal including an Applicant's experience, if any, providing similar services.
2. [bookmark: _GoBack]The remaining vendor proposal package shall identify how the vendor proposes meeting the contract requirements and shall include pricing.  Vendors are encouraged to review the Evaluation criteria identified to see how the proposals will be scored and verify that the response has sufficient documentation to support each criterion listed.
3. Pricing as identified in the solicitation
4. One (1) complete, signed and notarized copy of the non-collusion agreement (See Attachment 2).  Bid marked “ORIGINAL”, MUST HAVE ORIGINAL SIGNATURES AND NOTARY MARK. All other copies may have reproduced or copied signatures – Form must be included.
5. One (1) completed RFP Exception form (See Attachment 3) – please check box if no information – Form must be included.
6. One (1) completed Confidentiality Form (See Attachment 4) – please check if no information is deemed confidential – Form must be included.
7. One (1) completed Business Reference form (See Attachment 5) – please provide references other than State of Delaware contacts – Form must be included.
8. One (1) complete and signed copy of the Subcontractor Information Form (See Attachment 6) for each subcontractor – only provide if applicable.
9. One (1) complete OSD application (See link on Attachment 8) – only provide if applicable
10. One (1) signed copy of the Delaware Cloud Services Terms and Conditions (Attachment 10) if the systems are on a hosted platform (Data Classification for this system is non-public)
11. One (1) signed copy of the Delaware Data Usage Terms & Conditions Agreement (Attachment 11)(Data Classification for this system is non-public)
The items listed above provide the basis for evaluating each vendor’s proposal.  Failure to provide all appropriate information may deem the submitting vendor as “non-responsive” and exclude the vendor from further consideration.  If an item listed above is not applicable to your company or proposal, please make note in your submission package. 
Vendors shall provide proposal packages in the following formats:
1. Six (6) paper copies of the vendor proposal paperwork.  One (1) paper copy must be an original copy, marked “ORIGINAL” on the cover, and contain original signatures.
2. One (1) electronic copy of the vendor proposal saved to CD or DVD media disk, or USB memory stick.  Copy of electronic price file shall be a separate file from all other files on the electronic copy. 
STATE OF DELAWARE
Delaware Home Veterans
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Statement of Work
1. About the Delaware Veteran’s Home
The Delaware Veterans Home, established in 2007, is a long-term care facility located on 24 acres in Milford, Delaware. The Home offers skilled nursing care on four units with a total of 150 beds.
Our mission is to provide outstanding long-term care services to Delaware veterans that uphold dignity and respect while sustaining and improving their quality of life.
Our vision is to be a recognized state and national leader in long-term veteran care, and a driving force in providing the best in nursing care, family wholeness, and ultimate enrichment for our heroes. Being the best means serving our residents with selfless and uncompromising loyalty, respect, integrity, and commitment.
The staff of the Delaware Veterans Home is proud and committed to providing the residents with the highest quality of care in a warm and friendly environment. Our competent team of professionals, support staff, and volunteers are resident-focused and devoted to the veterans who live at DVH.
2. Overview
[bookmark: _Hlk23162015]The Delaware Veterans Home implemented the GE Healthcare Telergy (now Ascom) Nurse Call system and Ascom Wireless team communications for their Nurse Call Bell (NCB) solution. The NCB system is currently beyond end of support and needs to either be updated or replaced with a supportable solution.
The State of Delaware is looking for a system to meet the nurse call bell needs of the facility, implementation of the solution, and ongoing support and warranty of the system.
3. Technology Standard Practices
The vendor(s) shall be responsible for the professional quality, technical accuracy, timely completion, and coordination of all services furnished to the State.  The contractor(s) shall follow practices consistent with generally accepted professional and technical policies and standards. 
The State of Delaware is taking a very deliberate approach to cloud-based engagements because of concerns around the protection of our data, access control, and the lack of mature standards in the industry.  It is for this reason that DTI and agencies are requesting an explicit review of our Cloud Terms and Conditions and our Data Usage Terms and Conditions, including an item-by-item acknowledgement from the vendor(s) for those solutions involving any non-public data.  These documents can be found online at https://dti.delaware.gov/pdfs/pp/Terms and Conditions Governing Cloud Services Policy.pdf and https://dti.delaware.gov/pdfs/pp/Terms and  Conditions Governing State Data Usage Policy.pdf respectively. A copy of the Data Usage and Cloud Services Terms and Conditions are included as attachments to this RFP.
4. Mandatory Documentation upon Award:
· The awardee must include a network diagram of the user’s interaction with the solution and any interfaces between the solution and the State needs to be clearly documented (ports, protocols, direction of communication).  The network diagram does not need to contain the inner workings of the solution or proprietary information.
· The awardee must include a list of software that the State needs to utilize the solution.  For example, a certain web browser (Edge) or web service technology for an interface.  The vendor(s) will include a list of browsers and versions that are officially supported.
· The awardee must include a list of any 3rd party authentication solutions or protocols that they support.
· The awardee must describe any shared infrastructure that is a part of the solution.  For example, will the State’s data reside in the same database as another customer?
· The awardee must describe their approach to conveying the ‘operational health’ of the solution to the State of Delaware.  The vendor(s) must also list any 3rd party cloud management providers with which that they integrate.
5. Pricing Requirements 
[bookmark: _Hlk23146980]This Request for Proposals has one requirement.  Interested vendors can submit a solution for the Nurse Call Bell (NCB) requirements based on the vendor’s capability to meet the requirements in the RFP.  
For evaluation of proposal pricing, the State will score pricing based on scope of work requirements for total cost of ownership of the initial 3-year term of the contract.  The State is seeking a fixed cost for this solution.  This cost must be clearly identified in Appendix C to effectively score price scoring.  Additional offerings outside the Scope of Work can be identified in the sections provided as "Value Added Options."  These additional options may be considered by the State during any pre-award negotiations but will not be included in the pricing evaluation to score proposals received.  Include additional pages or documentation as appropriate.  
6. [bookmark: _Hlk23147430]Implementation Requirements  
The State is requesting a 3-month implementation for full system operation after contract award.  Vendor project management capability will be evaluated and considered.  In your response, identify the efforts required for the following areas: Planning and Design, Customization, Implementation and User Acceptance, Required Training, and Closeout and Final User Acceptance. Detailed project timelines are requested with a proposed milestone payment schedule to be negotiated prior to award.    
7. Requirements – Nurse Call Bell
· System must alert the nurses station for the wing upon activation
· System should allow for adjustment of tone level at nurse’s stations based on time of day
· System must provide hands free 2-way communication between the location and the nurses station
· System must support bed side station and multiple bath/toilet stations in a room
· System must be able to support a minimum of 150 individual bed side stations
· System must be able to be deployed in any room that has a bath or toilet, not just resident rooms
· [bookmark: _Hlk23238528]System must support use of pillow speaker devices with 2-way hands free communication
· System must support use of push button cords which can be secured to the bed and reachable by the resident
· System must support use of all-in-one nurse call bell, TV and Light controls
· System must support pull cord and push button emergency stations
· System should support the use of an Emergency Code that will alert a larger group within the facility (i.e.; Code Blue)
· Upon activation, a call must provide an audible alert at the nurse’s station as well as visual alerts above the door and at the end of the hall 
· System must support dome lights
· System must support customizable dome light color, dome light flashing rates and call names
· After a set amount of time, if an alarm is not addressed, the system must be capable of sending an automatic page to the designated CNA
· System must have the capability to assign staff to rooms
· System configuration must be able to be performed by facility staff
· It is desired that the system integrates with the Ascom communications system in place for radio, pager, walkie-talkie communications
· All wireless communications must be encrypted in transmission
8. Requirements – General
· Systems must provide unique username and passwords for facility staff.  Passwords must be able to support the State’s strong password standard. (https://webfiles.dti.delaware.gov/pdfs/pp/StrongPasswordStandard.pdf)
Appendix C.
Nurse Call Bell System
STA20036-NCB
Pricing Worksheet.

Pricing Requirements.  
This Request for Proposals has one requirement.  Interested vendors can submit a solution for the Nurse Call Bell (NCB) requirements based on the vendor’s capability to meet the requirements in the RFP.  
For evaluation of proposal pricing, the State will score pricing based on scope of work requirements for total cost of ownership of the initial 3-year term of the contract.  The State is seeking a fixed cost for this solution.  This cost must be clearly identified in Appendix C to effectively score price scoring.  Additional offerings outside the Scope of Work can be identified in the sections provided as "Value Added Options."  These additional options may be considered by the State during any pre-award negotiations but will not be included in the pricing evaluation to score proposals received.  Include additional pages or documentation as appropriate.  
Implementation Requirements.  
The State is requesting a 3-month implementation for full system operation after contract award.  Vendor project management capability will be evaluated and considered.  In your response, identify the efforts required for the following areas: Planning and Design, Customization, Implementation and User Acceptance, Required Training, and Closeout and Final User Acceptance. Detailed project timelines are requested with a proposed milestone payment schedule to be negotiated prior to award.
Nurse Call Bell (NCB)


	Description
	Year 1 Cost
	Year 2 Cost
	Year 3 Cost

	System Implementation 
	
	
	

	Hardware Requirements
	
	
	

	Software License/Subscription
	
	
	

	Hardware Maintenance
	
	
	

	Required Training
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Value Added Options
	Description
	Year 1 Cost
	Year 2 Cost
	Year 3 Cost

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Include additional pages or documentation as appropriate.  
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