December 22, 2011
TO:

ALL OFFERORS
FROM:

BRUCE KRUG


STATE CONTRACT PROCUREMENT SUPERVISOR
SUBJECT:
ADDENDUM TO INVITATION TO BID - CONTRACT NO. GSS12632-RECRUIT, AUTOMATED RECRUITMENT AND SELECTION SYSTEM
ADDENDUM #2  - Questions and Answers 


Questions




Answers
	1. The proposal we intend to submit is based on an established platform already in use nationwide.  In our experience it has proven very difficult, if not impossible, to secure a Performance Bond for a business model that is already live.  We would like to request that the Performance Bond requirement (Item L, page 10 of 57 and Appendix B, page 55 of 57) be waived for this project.

	Having ascertained there is sufficient varied product availability and expressed supplier interest, the State hereby rescinds the Performance Bond requirement.

	2. In reviewing the documents available for GSS12632-RECRUITat http://bids.delaware.gov we do not seem to be able to find Appendix F2- Technical Infrastructure or Appendix F3 – Vendor Responsiveness of Customer Needs. Should we be looking someplace else? 

	These Appendices were originally omitted in error and have since been made available.  They can be accessed from the Bid Status Details web page (found on http://bids.delaware..gov) for this contract 
Due to the delay in making the appendices available, the timetable for this contract has been revised.  The revised timetable appears in ADDENDUM 1.

	3. Appendix I – Economic Feasibility and Justification of Cost (referenced on page 21) seems to be missing.  Will it be made available?


	The reference to Appendix I is errant and is hereby redacted.

	4. The RFP makes reference to Attachment 4 (page 44) and indicates proposals should include answers to the three questions on Attachment 4.  There are no questions listed on attachment 4.  How should we address this in our proposal?

	The requirement to provide answers to the questions in Attachment 4 is rescinded.

	5. Is It possible to receive a copy of the RFP and appendices in an editable format?  It would save quite a bit of time filling out the necessary information if we did not have to manually re-create the documentation into word.


	The RFP itself is made available in PDF only.
Appendices F2 and F3 are made available in an editable format below.

	6. (Statement of need section of RFP) Does the State of Delaware require the upfront investment in the Performance Bond or is this a requirement post selection and prior to award implementation? 


	Having ascertained there is sufficient varied product availability and expressed supplier interest, the State hereby rescinds the Performance Bond requirement. 

	7. (Statement of need section of RFP)     In reviewing the RFP we have not been able to determine the amount of data (number of records) that will need to be migrated to the new system, Can you provide an estimate of the number of records and the format (i.e. CSV File, etc)?


	We have well over 425,000 records in our current system which include requisitions, postings, applications, referral lists, Supplemental questionnaires, a library of  training and experience questions and exam questions and more. State of Delaware staff will work with the current vendor and successful bidder to identify the appropriate format.


	8. (Statement of need section of RFP) Based on the 4 month implementation timeframe that was identified in the Statement of Needs, is the State of Delaware’s instance of Peoplesoft V8.9 hosted or outsourced? What resources will be provided by the State for the integration (s)?  In other words, will we be working with State employees and can they commit to the 4 month time frame as well?

	 The Peoplesoft V8.9 (PHRST) does not house the data that needs to be converted.  The data is housed with our current vendor. Upon implementation a nightly integration from PHRST to our recruitment system needs to occur.  An XML file is sent from PHRST to the vendor and includes three files:  position, salary and master listing. The information in these files includes budget numbers, job titles, salary (min, mid and max), location and pay grade. The State of Delaware staff will be available to answer any questions that may arise during the vendor conversion and implementation.  



	9. Appendix F1 – Functional Requirements: Referral List: J.4 indicates a need to assign a BP number. Please explain what that acronym means and the purpose.
	 BP stands for Budget Position number. Each position is assigned a BP number in PHRST. Our nightly integration with PHRST transfers this to the recruitment system. We associate the BP number with all components of the recruitment and hiring process. 


	10. Appendix F1 – Functional Requirements: Test Administration: What is the name of the current system? How many questions need to be uploaded? Can the State provide more details around the tests?
	 The exams are taken online through the current vendor’s system functionality at the Delaware Employment Services Office locations.  The system is the same system used for job postings, application processing and issuance of referral lists to hiring managers.  There are 13 tests with a total of approximately 1300 questions.  Exams are proctored from 1.5 to 2.5 hours.  

Specific details about exams:

Three tests use graphs and maps as well as reading sections with multiple questions related to them.  One exam has two versions.  Individual question weights vary by subset. One exam has same questions/answers but different pass points for each class it is used for so separate test statistics are needed per class.  One exam is used for 24 job classifications, with different pass points and the score applied to all classes.  One exam has 2 separate memory sections as well as 2 other subsets where the applicant reviews 3 different pictures or a page of written information for a specific time, the information is then removed, the applicant answers the questions from memory and reentry to these questions is not allowed.  Individual question weights vary by subset.  One exam includes a writing sample with the multiple choice (ranked) test.   
Test scores are good for the life of the test.   Test scores are uploaded into the recruitment system but we must have the option of entering scores manually. The most recent score must always (whether manual or uploaded) transfer to the new recruitment. Applicants must be able to retest after 120 or 60 days. 



	11. RFP Budget: Can the State provide the estimated or approved budget for this project?
	No.  Bidders are encouraged to submit an aggressive and responsible price structure.

	12. Will the State share a list of all questions and responses or simply the ones presented by us?
	All questions and answers will be publicly communicated through an addendum to the RFP. The addendum will be available on http://bids.delaware.gov

	13. We are the State's current vendor for this service. The staff are trained and the system is fully implemented. How would you advise that we respond to Appendix F4 (Training Plan) and Appendix F5 (Implementation Plan and Aides)? Most of these two sections are not applicable because they have already been accomplished and would not need to be re-done. Our concern is that 27 of the possible 100 points are allocated to these two sections but most of the content is not applicable to our particular bid response.


	Proposals must meet all of the RFP requirements.  It would be inappropriate for the State to comment beyond this.


All other terms and conditions remain the same.
If you have any questions, please contact me at (302) 857-4534 / bruce.krug@state.de.us 
Editable versions of Appendices F2 and F3 appear below

Appendix F2:  Technical Infrastructure Factors

	Vendor Name
	


Vendor must address each of the factors listed below, briefly but in as much detail as is needed to provide evidence that the Vendor has the capacity, security and resources to securely host and maintain the system and reliably provide uninterrupted access to the system and data in accordance with generally accepted professional and technical standards and State standards, where applicable.  

Vendor must include a diagram of networking and server components (routers, IDS, firewalls, web servers, application servers, database servers, etc.) that will be used to provide the proposed services.  (See instructions at the end of this appendix.)
	
	Technical Factor
	Explanation

	
	INFRASTRUCTURE  INCLUDING SYSTEM ARCHITECTURE

	1. 
	Detail the infrastructure components that are shared with other hosting customers.
	

	2. 
	Detail the customer specific infrastructure components including database, 3rd party tools, drivers, ad hoc reporting functions, and other non-standard system components.
	

	3. 
	Describe infrastructure physical security.
	

	4. 
	Define methodology for integration of system portal with OMB/HRM web site.
	

	5. 
	Detail your infrastructure redundancy to ensure uninterrupted services and access to data.
	

	
	PERFORMANCE, SCALABILITY AND AVAILABILITY 

 The system will perform as expected under current usage statistics and will be scalable to perform as well as usage and traffic increases and client needs expand.  The system will meet the expected uptime and availability requirements as defined by the RFP.

	6. 
	If your Service Level Agreement does not detail your web performance metrics standards, which must include response time data, detail those here.
	

	7. 
	Provide recommendations and/or requirements for connectivity to be used with the proposed system.
	

	8. 
	Describe your approach to performance testing.
	

	9. 
	Describe any regular downtime required for the proposed system, including duration and frequency.
	

	10. 
	Explain how the system is monitored for outages, and describe your procedures for addressing unplanned system outages.
	

	11. 
	Describe your disaster recovery plan.
	

	12. 
	Explain procedures for data archiving including how you will provide for availability of the removed data.
	

	13. 
	Explain your approach to handling system scalability as it relates to increasing bandwidth and data.
	

	14. 
	Explain procedures for the design, development, implementation and integration of customer specific modification into future releases. 
	

	15. 
	Describe your approach and practices for maintaining current levels of technology.
	

	
	DEFENSE-IN-DEPTH STRATEGY

  Protection of assets using a layered defense strategy in terms of policies, procedures, physical, perimeter, network, systems, applications and data layers.

	16. 
	What procedures are used to ensure servers, network devices, databases and other components are “hardened” against potential attack?  Describe how you test and audit and how often.  Describe how you evaluate security alerts and decide when to implement security related patches.
	

	17. 
	Describe any intrusion detection services (IDS) and/or intrusion prevention services (IPS) deployed in the hosting environment, including network and host based detection systems.
	

	18. 
	How are firewall, o/s database, anti-virus patches kept up to date?
	

	19. 
	How often do you perform (or have an experienced consulting company perform) external penetration tests and internal network security audits?
	

	
	SECURITY

  Physical infrastructure, data, network and systems security procedures

	20. 
	What type of infrastructure security certification or third party assessments do you have?  Please provide any results from professional auditing reviews.
	

	21. 
	Describe your privacy policy with respect to customer information processed at your facilities and explain if any third parties outside of your organization will process or access any customer data.  If so, include explanation of third parties and processing performed.
	

	22. 
	Detail your data import methodology.  All transmissions of data to or from the State’s ERP system must be accomplished using Secure File Transfer Protocol (SFTP) at 128-bit encryption and SSH2 compliant and must be pulled from the State’s Dept. of Technology and Information SFTP server, not pushed to the recipient.
	

	23. 
	Explain transmission security (>or= 128-bit encryption, SSL Certification or equivalent).
	

	24. 
	Describe backup procedures, including frequency and describe the security and safety of backup materials, tapes, optical disks, etc.
	

	25. 
	Explain your authentication model r both internal and external users.
	

	26. 
	Explain your internal application security.
	

	27. 
	Describe your organization security procedures and policies for fulfilling requests for disclosure of customer information.
	

	
	CUSTOMER SERVICE

	28. 
	Explain web site response procedure in the event that the site needs to be modified and/or shut down under emergency circumstances (incorrect information posted, confidential information posted, hackers place inappropriate images on site etc.).  
	

	29. 
	Help Desk:  Explain services and hours of operation.  Include an explanation of how customers are to contact the Help Desk, average response time for critical and non-critical calls and procedures for escalating calls.
	

	30. 
	Explain 24/7 procedures for customer reporting of emergencies and other problems.
	

	
	OTHER

	31. 
	Explain any other evidence that you have the capacity, security and resources to securely host and maintain the system and reliably provide uninterrupted access to the system and data.
	

	32. 
	Will implementation involve any hardware or software requirements for the State of Delaware equipment?  If so, detail minimum and optimum requirements for State of Delaware pc’s.
	

	33. 
	Can the State’s web page common look and feel, as explained in Section 3 of the RFP, be incorporated into the web pages for the proposed system?

     Yes         No (check one) and explain any issues or concerns.
	


Attachment: Infrastructure Diagram
Insert diagram below or include in a separate file labeled Vendor Name_infrastructure diagram.  If included as a separate file, Vendor must add the file name to the Vendor Table of Contents (Appendix B)
Appendix F3:  Vendor Responsiveness to Customer Needs
	Vendor Name
	


Vendor must concisely detail experience in addressing the needs of its clients and plans for ongoing efforts to continue to meet the changing needs of its clients.  

User groups

	Are there any formal user groups for your customer base?         Yes        No

Explain in box below

	


	Are there regularly scheduled meetings between customers and Vendor’s representatives?

        Yes          No

Explain in box below

	


System Changes
(Please base your answers to all of the following on your past 3 years of scheduled releases.)
	How do users communicate requests for modifications to the system?

Explain in box below

	


	How are decisions made regarding modifications to the system?

Explain in box below

	


	Do customers get a chance to test modifications before they are implemented?     Yes      No

Explain in box below

	


	How often are planned modifications or other upgrades made to the system and how are planned modifications to the system communicated to customers? 

Explain in box below

	


	How often in the past 3 years were there unplanned releases that impacted customers and how were these communicated to customers?

Explain in box below

	


	How much advance notification is given to users for planned and unplanned releases?

Explain in box below

	


	What help is given to users to understand new functionality before it is released?

Explain in box below
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