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SEPTEMBER 21, 2009 
 
 
 
TO:  ALL OFFERORS 
 
FROM:  CARMEN HERRERA 
  IT PROCUREMENT OFFICER 
 

SUBJECT: ADDENDUM TO REQUEST FOR PROPOSAL - CONTRACT NO. GSS09580 LOCAL 

PHONE SERVICES 
      

ADDENDUM #2 
 

         
 

This addendum is to advise all offerors II.E NUMBER OF COPIES WITH MAILING OF 
PROPOSAL is revised to include: 
 

The soft copies used for this submittal shall be virus checked by the 
prospective firm before submittal and shall be accompanied by a signed 
certification indicating the virus detection software used including the date and 
version. 
 

 
This addendum also supplies Contractor Confidentiality (Non-Disclosure) and Integrity of 
Data Agreement form referred to in the proposal reply summary. 
 
All other terms and conditions remain the same. 
 
If you have any questions, please contact me at 302-739-9683 or 
carmen.herrera@state.de.us. 
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State of Delaware 

DEPARTMENT OF TECHNOLOGY AND INFORMATION 
William Penn Building 

801 Silver Lake Boulevard 
Dover, Delaware 19904 

 

Contractor Confidentiality (Non-Disclosure) and Integrity of Data Agreement 

 

The Department of Technology and Information is responsible for safeguarding the 
confidentiality and integrity of data in State computer files regardless of the source of those 
data or medium on which they are stored; e.g., electronic data, computer output microfilm 
(COM), tape, or disk. Computer programs developed to process State Agency data will not 
be modified without the knowledge and written authorization of the Department of 
Technology and Information. All data generated from the original source data, shall be the 
property of the State of Delaware.  The control of the disclosure of those data shall be 
retained by the State of Delaware and the Department of Technology and Information. 

I/we, as an employee(s) of ________________________________ or officer of my firm, 
when performing work for the Department of Technology and Information, understand that 
I/we act as an extension of DTI and therefore I/we are responsible for safeguarding the 
States’ data and computer files as indicated above.  I/we will not use, disclose, or modify 
State data or State computer files without the written knowledge and written authorization of 
DTI. Furthermore, I/we understand that I/we are to take all necessary precautions to prevent 
unauthorized use, disclosure, or modification of State computer files, and I/we should alert 
my immediate supervisor of any situation which might result in, or create the appearance of, 
unauthorized use, disclosure or modification of State data.  Penalty for unauthorized use, 
unauthorized modification of data files, or disclosure of any confidential information may 
mean the loss of my position and benefits, and prosecution under applicable State or Federal 
law. 

This statement applies to the undersigned Contractor and to any others working under the 
Contractor’s direction. 
 

I, the Undersigned, hereby affirm that I have read DTI’s Policy on Confidentiality (Non-
Disclosure) and Integrity of Data and understood the terms of the above Confidentiality (Non-
Disclosure) and Integrity of Data Agreement, and that I/we agree to abide by the terms 
above.  

 

Contractor or Employee Signature___________________________________ 

Date: _______________________ 

Contractor Name: _________________________________  


